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From: support [mailto:support@emediacodec.com] 
Sent: Wednesday, April 12, 2006 4:28 PM 
To: xxx 
Subject: 
Hello xxx. 
We are eMediaCodec support team. we would like to know why your 
software NOD32 detects our codec as virus 
"Win32/TrojanDownloader.Zlob.II". 
Our emediacodec is provided with Terms and Conditions located at 
http://www.emediacodec.com/terms.html where we describe in 
details what is the codec itself. We do tell surfers about what being 
installed on their computers. 
We would very appreciate if you remove our eMediaCodec from your 
virus list. 
Thanks



From: xxx [mailto:xxx@pornmagbucks.com] 
Sent: Wednesday, July 12, 2006 3:53 PM 
To: xxx
Subject: Attn: AV Research Team. Urgent. 
Dear Research Team, 
I am writing to you on behalf of DIGITAL MEDIA DEVELOPERS. 
Why does your AV detec our software as 
"Win32/TrojanDownloader.Zlob.UR"? There must be mistake. Our software has 
License Agreement on the very first page of install wizzard, the product 
itself does not include any trojan or any software to download anything 
secretly, furthermore all ad components are downloaded with user permission 
and without any secret. If you have a look at our product more closely, you 
will find that it can be easily removed from PC with the help of Add or 
Remove Programs menu. 
Could you please explain your policy on naming and detecting our software as 
"Trojan"? 
Here is the URL of our product 
http://www.pornmagpass.com/download/pornmagpass_ver1.107.exe 
Best Regards, 
xxx 



For Windows Defender's Team:
I saw your post in the blog (10-Oct-2008) about my previous message.
Just want to say 'Hello' from Russia.
You are really good guys. It was a surprise for me that Microsoft can 
respond on threats so fast.
I can't sign here now (he-he, sorry), how it was some years ago for 
more seriously vulnerability for all Windows ;)
Happy New Year, guys, and good luck!
P.S. BTW, we are closing soon. Not because of your work. :-))
So, you will not see some of my great ;) ideas in that family of software.
Try to search in exploits/shellcodes and rootkits.
Also, it is funny (probably for you), but Microsoft offered me a job to 
help improve some of Vista's protection. 
It's not interesting for me, just a life's irony.
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Subject:  NOD32 detects our products as malware
Date: 21 Aug 2006 10:21:51 -0500
From: xxx@winsoftware.com 
To: xxx

I am contacting you on behalf of WinSoftware Company. 
Recently our Quality Assurance Department discovered that parts of our 
product,  WinAntiVirus Pro 2006, were added to your anti-malware database, 
and are currently being detected as malware. 
WinSoftware believes this may have been done inadvertently; nevertheless this 
has a big impact on our Company's reputation and on customer satisfaction 
level. WinSoftware, therefore, requests that you remove these product from 
your base no later than fourteen (14) days from receipt of this notification. 
Please confirm receipt of this message.

Best regards, 
xxx
Senior Vice-President, Legal Compliance 
WinSoftware Ltd.

Subject:  NOD32 detects our products as malware
Date: 21 Aug 2006 10:21:51 -0500
From: xxx@winsoftware.com 
To: xxx

I am contacting you on behalf of WinSoftware Company. 
Recently our Quality Assurance Department discovered that parts of our 
product,  WinAntiVirus Pro 2006, were added to your anti-malware database, 
and are currently being detected as malware. 
WinSoftware believes this may have been done inadvertently; nevertheless this 
has a big impact on our Company's reputation and on customer satisfaction 
level. WinSoftware, therefore, requests that you remove these product from 
your base no later than fourteen (14) days from receipt of this notification. 
Please confirm receipt of this message.

Best regards, 
xxx
Senior Vice-President, Legal Compliance 
WinSoftware Ltd.









Hi,
I am representative of Favorit-Network and I have tried to contact you by mail 
many times but I have received no reply yet. Actually, several weeks ago, 
somebody from your company told me that the detection of our applications 
was due to the fact that SOMEAV was also signing the applications. Now that 
SOMEAV stopped signing the application you are still doing so.
Here you can find the applications to be downloaded:

hxxp://some.thing/bad

I found a report for one of our applications here 
http://someavcompany/en/malware/?Trace.Directory.LivePlayer!A2 and there 
you clearly state "It is harmful if installed without the knowledge of the user." 
But it always requires the acceptance of the user! Besides, there is no danger 
or threat.
Since SOMEAV already removed the signature for these applications, we expect 
you to do the same.
Regards
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